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Introduction Methodology Results
Hyperledger Fabric is a privacy focused
permissioned blockchain [1]
Self-encryption allows to encrypt files without
user intervention or password [2]

Encryptor WebASM Go App
ID-based self-encryption improves security of
file storage on the Hyperledger Fabric blockchain
and overall trust in the system

WASM has ~50% overhead when the file that
is being encrypted is larger than 25MB

Discussion & Conclusion
The work can be expanded by analyzing the
CPU and memory load of the WASM library in a
standardized way [3]
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