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Leaf nodes periodically ping the root
node with DAO messages. The root
node responds with a DAO-ACK upon
arrival. 

The nodes performing HCR count
the number of ACKs they receive.

If too many ACKs are lost within aIf too many ACKs are lost within a
predetermined timeframe, the node
assumes the attack is happening in
its chain of parents, and will attempt
to switch parents.

Which limitations do existing solutions
against collusion attacks exhibit? How
can these limitations be addressed?
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